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|  |
| --- |
| Career Objective |

* Seeking for a professional growth and increasing responsibility as Technical Position, input being the hard work and determination to know new technologies.

|  |
| --- |
| Profile Summary |

* Good experience as Splunk Developer.
* Expertise in Creating **Dashboard, Reports and Alerts** in Splunk.
* Good experience in Java, Selenium automation testing.
* Basic Knowledge in Unix/Linux commands in Splunk.
* Involved in **SCRUM Meeting, Review Meeting, Grooming session and Project Status Meetings.** Experience collaborating Business Analysts and **onsite teams.**
* Self-starter, versatile team player, proactive and extremely detail-oriented with a proven capability of working under high pressure.

|  |
| --- |
| Professional Experience Summary |

* Worked as a Test Engineer and Splunk Developer in Tech Mahindra Pvt. Ltd, Bangalore from Aug 2011 to Nov 2015.
* Currently working in Ericsson India Global Pvt. Ltd, Bangalore From Nov 2015.

Total IT Experience. : 5.3 years

Relevant Experience in Splunk : 3.3 years

Relevant Exp in Selenium testing : 2 years

|  |
| --- |
| Educational Qualifications |

* **B.sc Computer science** fromSASTRA University, Thanjavur, Tamil Nadu.
* **M.B.A (Financial Management)** from University of Madras distance education.

|  |
| --- |
| Awards & Achievements |

* **Customer appreciation award** for performing testing before time as per the requirement (Tech Mahindra Ltd)
* **Individual excellence award** from customer for consistent commitment and support in resolving issues related to the project (Tech Mahindra Ltd)

|  |
| --- |
| Technical Skill |

Operating Systems : Windows 7/ 2008/ 2012 Server

Programming Languages : JAVA

Automation Tool : Selenium Web driver

Scripting Language : JAVA

Bug Tracking Tool : ALM, ReqTest tool.

Configuration Management Tool : SVN and Jenkins

Test Management Tool : ALM 11.0 and Rally

Development IDE : Eclipse :

Web Knowledge : HTML, XML

Databases : Oracle11g and SQL Server

Telecom Knowledge : OSS, BSS.

|  |
| --- |
| Project Experience |

Current Project : Sprint NIMS

Organization : Ericsson India Global Private Limited.

Duration : Dec 2015 to Current

Role : Splunk Developer

Language/Tools : Splunk Monitoring, Dataform

**Project Description**

Ethernet Service offers point-2-point fixed symmetrical Ethernet bandwidth between two defined sites. These sites can be a combination of End User Sites, Communication Provider’s (CP’s) sites or Sprint NIMS exchange sites. Ethernet product is available from over 1,300 fiber access nodes supporting over 3,500 exchanges across the US. Further rollout will soon take coverage of US businesses beyond 95%. Sprint NIMS Wholesale Ethernet is supported over our 21CN network, with a highly resilient MPLS core and a fully resilient backhaul network. Robust provision and repair service level guarantees are in place

**Roles & Responsibilities**

* Working with L2 support team to identify the root cause of violation.
* Monitor event source connectivity and report log collection failures.
* Manage user and group access requests.
* Provide Scheduled reports, Adhoc reports on daily/weekly/monthly basis upon customer’s requirements.
* Create and Monitor the security alerts.
* Create and Monitor Dashboard.
* Generate Report and share it with team.
* SIEM applications management activities, as mutually agreed.
* Assist client security teams to perform root cause analysis, which includes reviewing appropriate system logs and data captured by the SIEM solution.

**Tech Mahindra Projects:**

**Project # 1 :** Cisco- Quoting and Ordering

Duration : August 2011—September 2013

Role : Team Member

Language/Tools : Oracle, ALM, Selenium.

**Project Description**

* NGSC – This functionality deals with various types of errors occurring when the Partner gives invalid combination of quote creation details.
* Smart care – This functionality deals with searching customer detail like customer name, partner name, partner id, customer id, partner location, customer location, Type of service, Start date , end date with various combinations of input parameters
* SAM Tool – This functionality deals with managing the complete cisco details like Theatre, Country, State, City, and Postal Code.

**Roles & Responsibilities**

* Studying and Reviewing the Requirement Specifications of the application.
* Co – Ordination with Test Lead on Estimations.
* Assigning and Monitoring task to team members.
* Identifying the Test Scenarios and designing the Test Cases for various modules.
* Prepared, reviewed and executed Test Cases for various modules as per System Requirements.
* Performing Database Testing.
* Created Object Repository files based on Requirements and enhanced it.
* Scripts Development using JAVA in Eclipse and execution of scripts for releases.
* Created reusable methods and involved in code reviews.
* Handled database synchronization issue.
* Performed Data Driven Tests using MS-Excel, Database and to automate the data input in the specific fields of the application.
* Execution of Scripts as Batch using TestNG and ALM Integration.
* Raising and tracking the defects in ALM, Req Test tool and JIRA.
* Generating Testing Reports and involved in Go- No Go Meetings

**Project # 2 :** Volvo Car Corporation

Duration : October 2013—November 2015

Role : Splunk Deveoper.

Language/Tools : Splunk Monitoring, Dataform

**Project Description**

* SAMS – Standard Application Maintenance Sourcing deals with the support and maintenance of the applications segregated into blocks based on the technologies and the business domain. It includes APL, COTS, Java, Dominos, Documentum, Manufacturing, PD – Design Evaluation, PD/ME block Engineering, PD-SW Engineering.

**Roles & Responsibilities**

* Working with L2 support team to identify the root cause of violation.
* Monitor event source connectivity and report log collection failures.
* Manage user and group access requests.
* Provide Scheduled reports, Adhoc reports on daily/weekly/monthly basis upon customer’s requirements.
* Monitor the security alerts created by envision.
* Create and Monitor the security alerts.
* Create and Monitor Dashboard.
* Generate Report and share it with team.
* SIEM applications management activities, as mutually agreed.
* Assist client security teams to perform root cause analysis, which includes reviewing appropriate system logs and data captured by the SIEM solution.